





IntServ: background

= 1990s (best-effort):

All packets are treated equally
No QoS guarantee




= Solution?

= |IntServ (Integrated Services) is a Quality of
Service (QoS) model used in computer
networking to provide end-to-end QoS
guarantees for real-time applications such
as voice and video.



Integrated Model

How it works?

" IntServ works by using the Resource
Reservation Protocol (RSVP) to reserve
network resources such as bandwidth and
buffer space along the path that a packet will
take through the network.

= |[ntServ provides a QoS guarantee



ReSerVation Protocol (RSVP)

is an to setup
and maintain in and

Establish and maintain reservations

Used to specify QoS by applications

Receiver-oriented
Application or user sends a reservation request

Not a routing protocol

Internet control protocol

Layer 4 protocol -> IntServ operates at layer 4 as
well



= RSVP includes two types of messages:

= PATH: The PATH message Is sent by the
sender of the data flow to request a QoS
path through the network.

= RESV: The RESV message is sent by the
receiver of the data flow to reserve the
network resources needed to receive the

data at the desired QoS level.



RSVP Messages — PATH

= Sent periodically by towards all
destinations

= Sets up path from sender to each
destination

= Contains TSpec (traffic specification)

TSPEC is used to specify the traffic requirements
of an application flow

« such as its peak, average data rates

* burst size

« and delay tolerance



RSVP Messages — PATH




RSVP Messages — RESV

request for resources using
RESV message

= Sent upstream
Set by PATH messages

« = if no senders no reservation could be made
= Contains RSpec (resource
specification)

Describe the he resources available or
required to support a flow



RSVP Messages — RESV

= If the router does not have enough
resource, what will happen?

RESV will not be passed upstream further

(Reservation Error) message back to
the previous hop

The receiver can then use the information from
the notification message to adjust its
transmission parameters



RSVP Messages - RESV




= What will be performed after the flow finish
transmitting?



RSVP Messages - Teardown

= Two types of tear down messages
pathtear
- Initiated by sender

resvtear
* Initiated by receiver



RSVP TE

= RSVP-TE: is an extension of the RSVP
to optimize the performance of
computer networks
= Establish LSP in MPLS networks
MPLS MultiProtocol Label Switching
LSP Label Switched Path

= Essentially enables source routing

Once path specified incore routers route
packets based on labels

Used in optical networks



= Application requests a specific kind of QoS
service, through explicit signaling (f§4%).
= Resource Reservation Protocol (RSVP) is

used by applications to signal their QoS
requirements to the router.

= Complex to use.

= Difficult to support with a large number of
RSVP connections, due to:

the amount of state information required for
every flow.

the amount of control traffic
= Fine grain, providing strict QoS.



Approaches to QoS support

« Fine grained approaches (4} %): provides QoS in

individual applications or flows:

... here we find _“Integrated Services” (developed in the

IETF) and often associated with the Reservation Protocol
(RSVP)

= Coarse grained approach(f1¥i/%) : provides QoS to

Iar%e classes of data or aggregated traffic
... here we find _“Differentiated Services”

ATM is known to have a rich set of QoS capabilities and is
considered in the fine-grained category (since resources
are associated with individual VCs).

ATM is often used to interconnect routers — and may
choose to send a highly aggregated traffic down a single
VC — so ATM can be used for coarse grained QoS as
well.




= Any other solution to address the limitations
of IntServ?

= DiffServ



Differentiated Model

Qos is provided by differential treatment to
each packet or class of packets.

No explicit signaling from the application.

This model is appropriate for aggregate
flows.

Coarse grain, not strict QoS (no guarantees
, Soft QoS).

Layer 3 mechanism



= Why DiffServ can be used in large networks?

= DiffServ uses:

Per-hop behavior to provide different level of
service to different classes at each router

No requirement of complex signaling protocols or
network state information



EEV% ) DiffServ




Differentiated Model
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Differential Model Features

- Classification

- Marking

*  Policing and Shaping
« Congestion Avoidance

« Congestion Management



Differentiated Model Features

Classification

Most fundamental QoS building block

The component of a QoS feature that
recognizes and distinguishes between
different traffic streams

Without classification, all packets are
treated the same



Differentiated Model Divide Traffic into

Classes

Differentiated 4 Platinum Class
IP Services . Voice Low Latency
E-Commerce
N Guaranteed: Latency
/ and Delivery
Application__ Traffic

Traffic Classifi catlon

E-mail, Web _—
Browsing Sllver Guaranteed Delivery

Voice

Bronze Best Effort Delivery
i
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Layer 3
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Differentiated Model Features Policing

and Shapi

=) is the QoS component

that limits incoming traffic flow to a
configured bit rate

» Actions: drop, mark as low priority, pass it

through

- Shaping(i&

) is the QoS feature

component that regulates outgoing traffic
flow to a configured bit rate



Router Mechanism

" Queuing management:
When and which packet to

= Scheduling:
Which packet to next

flow 1

P Classifier :I__tL
3

Buffer
management




Differentiated Model Features Congestion

Avoidance

Queuing Management Policies

* Tail Drop
* Random Early Detection (RED)
* Weighted Random Early Detection (WRED)



Differentiated Model Features Congestion

Avoidance

* Tail Drop:
Arriving packets get dropped when queue
is full regardless of flow or importance
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packet

RANDOM EARLY DETECTION

Avr = average queue length
MaxThres = max queue length threshold
MinThres = min queue length threshold
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= How about burst traffic (5%

il

= Weighted Random Early Detection (WRED):

An extension of RED

Uses differentiated drop policies (probabilities)
for different IP precedence values.

Packets with a lower IP precedence are more
likely to be dropped.



Packet Scheduling:
Problem Overview

Priority Queuing mechanism

Input packets
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Differentiated Model Features Congestion

Management

Scheduling Policy G 5KES)

* FIFO

* Fair Queuing

* Weighted Fair Queuing (WFQ)

* Class Based Weighted Fair Queuing (CBWFQ)
* Low Latency Queuing (LLQ)



Fair queuing

Packet
Arrivals Flow queues

—_—

- \ Packet Departure:

Scheduler

= Multiple FIFO sub-queues for each input class
= All class inputs share the bandwidth
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= Fach flow i given a weight (importance) wi
= WFQ guarantees a minimum service rate to flow i
= ri=R*wi/(w1+w2+ ..+ WwWn)



Quality of Service (QoS)

Best-Effort—Best-Effort does not provide
QoS, because there is no reordering of
packets.

Differentiated Services (DiffServ:[X4ik5%
. Z5HR%5)—differentiates between multiple
traffic flows.

Integrated Services (IntServ: R %)—
IntServ is often referred to as “Hard QoS,”
because it can make strict bandwidth
reservations.

Needs signaling first.

Must be configured on every router along a
path. The main drawback of IntServ is its
lack of scalability. Bandwidth reservation

based on application level.



Comparison of IntServ &

DiffServ Architectures
P |

IntServ Y

Coordination for  End-to-End W

¥
DiffServ Q&@

A
Local (Per -Hop) ‘

service

differentiation
Scope of Service A Unicast or Multicast Anywhere in a

' iati Network or in
Differentiation ptatr_] SpEGific paths
Scalabilty Limited by the number Limited by the

of flows number of classes
of service

Based on flow
characteristics and QoS

Network. requirement Based on class
Accounting al i usage

Network Similar to Circuit Similar to existing IP
Management Switching networks networks
Interdomain Multilateral Agreements Bilateral

deployment Agreements



The QoS Pendulum

No state Aggregated Per-flow state
state

<+ : —>
IntServ / RSVP

Best Effort DiffServ

1. The original IP service

2. First efforts at IP QoS

3. Seeking simplicity and scale

4. Bandwidth Optimization & e2e SLAs
((IntServ+DiffServ+ Traffic Engineering))
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